CompSci 391 Data Communications and Computer Networks        
Fall 2010

_______________________________________________________________________________

CompSci 391 Data Communications and Computer Networks
Fall'10
Instructor:
George Georgiev
Office: 
HS, Room 217
Office Hours: MWF:  11:30 – 12:30, M: 9:10 - 10:10,  or by appointment
Phone: 
(920) 424 - 11 80


E-mail:  georgiev@uwosh.edu
Lectures:  
MWF
10:20 am - 11:20 pm, HS 202
Required Text: Larry Peterson, Bruce Davie, Computer Networks, a system approach, 4 ed., Morgan Kaufmann. 
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Online Resource: http://www.mkp.com/pd4e/

Web site for the course: http://www.uwosh.edu/faculty_staff/georgiev/subjects/CSC391/
Course Objective: 
· Learn how computer network hardware and software operate

· Investigate the fundamental issues driving network design

· Learn about dominant network technologies

Learning Outcomes

Outcomes #1

1a.
Show clear understanding of the basic concepts of data communications including the key aspects of networking and their interrelationship, packet switching, circuit switching and cell switching as internal and external operations, physical structures, types, models, and internetworking.

1b.
Demonstrate the ability to unambiguously explain networking as it relates to the connection of computers, media, and devices (routing).

1c.
Able to intelligently compare and contrast local area networks and wide area networks in terms of characteristics and functionalities. Able to identify limitations of typical communication systems.

1d.
Able to evaluate the performance of a single link, logical process-to-process (end-to-end) channel, and a network as a whole (latency, bandwidth, throughput). 

1e.
Able to differentiate among and discuss the four levels of addresses (physical, logical, port, and specific used by the Internet TCP/IP protocols.

1f.
Understand the concept of reliable and unreliable transfer protocol of data and how TCP and UDP implement these concepts, to understand the client/server model and socket API with their implications, skills to implement a network protocol based on socket programming. 

1g.
Demonstrate an understanding of the significance and purpose of protocols and standards and their key elements and use in data communications and networking.

1h.
Understand the purpose of network layered models, network communication using the layered concept, and able to compare and contrast Open System Interconnect (OSI) and the Internet Model.

Outcomes #2
2a.
Distinguish between analog and digital signals and understand their characteristics ( Fourier representation, signal corruption).

2b.
Demonstrate the ability to discuss the relationship between data and signals as well as distinguish among and discuss their types, behavior, properties, characterization, and transmission.

2c.
Able to explain how noise, attenuation, and distortion affect signal traveling through a transmission medium; discuss the factors affecting data rate as well as the theoretical limits on data rate over a noiseless and a noisy channel.

2d.
Demonstrate clear understanding of digital transmission of analog and digital data, encoding techniques – line encoding (unipolar, polar, and bypolar encoding; e.g. NRZ, RZ, Manchester, PCM, etc.) - techniques used to convert digital data and analog signals to digital signals for parallel and serial transmission. 

2e.
Show clear and unambiguous understanding of analog transmission of digital and analog data , methods, and the procedures involved in converting digital data and analog low-pass to band-pass analog signals (Modulation – ASK, FSK, PSK, AM, FM, PM). Recognize the advantages and limitations of modulation systems.  

2f.
Able to distinguish between and compare the main categories of transmission media as well as can compare and contrast their subcategories.

2g.
Can effectively discuss that bandwidth utilization is goal-oriented and involves tradeoffs by showing that multiplexing (TDM, FDM, WDM) efficiently use bandwidth while spread spectrum inefficiently use bandwidth to ensure privacy and antijamming.

2h.
Able to compare and contrast the data transmission modes: serial and parallel as well as synchronous, asynchronous, and isochronous with relevant examples.

 Outcomes #3
3a.
Able to distinguish between the different types of bit errors and can explain the concept of bit redundancy and how  it is generally achieved in the facilitation of error detection and the main methods of error correction.

3b.
Illustratively explain the concept of Hamming distance, and the significance of the minimum Hamming distance and its relationship to errors as well as detection and correction of errors in block codes.

3c.
Can clearly explain the reason for the relatively widespread use of linear block codes as well as distinguish between and compare and contrast parity check codes and Hamming codes.

3d.
Show clear understanding of the concept, advantages, and analysis of cyclic codes including their algebraic representation; demonstratively explain the design and implementation of cyclic redundancy check; and able to compare and contrast cyclic redundancy check and checksum in terms of implementation and performance.

3e.
Understand the basic difference between data logical link control and media access control; can discuss logical link control with reference to framing, flow and error control, software implemented protocols (for the noiseless and noisy channel) to facilitate reliable inter-node transmission of frames; and show the ability to compare and contrast high-level data link control protocol and point-to-point protocol (HDLC, PPP).

3f.
Demonstrate clear and unambiguous understanding of the conceptual difference between the three main classes of multiple access protocols used at the media access control sublayer of the data link layer and show the ability to identify the similarities and differences among protocols in the same class.

3g.
Understand connecting LAN’s, backbone networks, and virtual LAN’s. Students should understand operations of bridges and the spanning tree algorithm.  

Outcomes #4

4a.
Understand internetworking principles and how the Internet protocols IP, IPv6 and ICMP operate.

4b.
Understand routing principles and algorithms, such as distance vector and link state.

4c.
Are aware of the routing protocols used on the Internet such as RIP, OSPF, and BGP.

4d.
Explain and demonstrate the mechanics associated with IP addressing, device interface, association between physical and logical addressing, subnetting and supernetting.

Outcomes #5

5a.
Identify the requirements for a high-order communication systems

5b.
Understand the techniques and protocols used (DSL, SONET, ATM).

5c.
Know the principles of congestion control and trade-offs in fairness and efficiency. 

Outcomes #6

6a. Demonstrate the ability for effective verbal communication.

Course Requirements: 

There will be three exams, unannounced quizzes, programming assignments, presentation, and home assignments. The material for all exams will come from either a material covered in class, homework problems, programming assignments, and/or assignment readings.

Complete all required work on time. In the event that an exam must be missed, or required work can not be completed on time, due to illness or other serious and unavoidable circumstance, notify the professor as far in advance as possible by phone or e-mail.

You are encouraged to work in groups on your assignments. You can discuss assigned problems with other people or groups, but you must individually design and write your own solutions/code for all exams, and assignments. Submitting modified versions of other people's or group’s work as your own is considered cheating.

The programming assignments are due by 9:00 on the due date (electronic copy e-mail is due by 9:00 am, and a paper (hard) copy of the assignment is due at the beginning of class). Assignments will be accepted up to three days late subject to the following penalties:

	Turned in
	Penalty

	After 9:00 am on the due date
	10%

	1 day late
	25%

	2 days late
	50%

	3 days late
	75%


 Saturdays, Sundays, and holidays count when computing penalties.

If you work with a partners, you will submit one electronic copy and one paper copy of the assignment with names on it and percent of participation (write equal participation if so). Partners will earn equal scores on the assignment. You may work alone on some assignments and with a partner on others. You may change partners during the semester.

There will be no make up for unannounced quizzes. 

There will be one make up for the exams, which will cover all topics. It will be at the end of the semester. 

Make up will be given if you call before the exam, make arrangements, have a medical certificate signed by the physician, and have a note from the Dean of Students Office.
The three exams will be announced at least a week before taking place.
Evaluation:

Three Exams:  ~60% (20% each)

Programming assignments (equal weight): ~10%

Presentation: ~ 5%

Unannounced quizzes (equal weight): ~10%

Home assignments (equal weight): ~15%

Course Outline:

· Network fundamentals

· Classification

· Network taxonomy 

· Packet switching, circuit switching 

· Network performance

· Bandwidth and propagation delay

· Latency and throughput 

· Network models 

· Internet model

· OSI model 

· Physical layer and media

· Data and Signals – transmission impairment 

· Digital Transmission - encoding

· Analog Transmission – modulation and multiplexing

· Using Telephone and Cable Networks for Data Transmission

· Data Link layer 

· Error detection and correction

· Control and protocols

· Point-to-point and multiple access protocols

· Local area networks, connecting LANs (bridges).

· ATM networks

· Network layer

· Internet protocols

· Host-to-host delivery –routing (unicast, multicast) and addressing 

· Link state and distance vector routing

· Sub-netting and super-netting. 

· Transport layer

· End-to-end protocols – UDP, TCP

· TCP sliding window

· TCP adaptive timeout interval

· Congestion control and quality of service 

Grading:

	Score
	Grade

	>= 92
	A

	90-92
	A-

	88-90
	B+

	82-88
	B

	80-82
	B-

	78-80
	C+

	72-78
	C

	70-72
	C-

	68-70
	D+

	62-68
	D

	60-62
	D-

	< 60
	F


Feedback:

Your comments and questions about all aspects of the course (content, grading, teaching methods, pace, textbook, etc) are welcome. You can use an email or talk to me during office hours.
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